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Abstract: This chapter addresses questions about the ramifications of digital technolo-
gies on criminological research through the lens of archival theory, highlighting cases
of how criminal records are used in the training of machine learning and the digital
archives that arise from the digitization of domestic abuse.
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Criminology relies on different sources of data to study crime, criminal justice, and
crime control. While rooted in longer trajectories, such data is increasingly collected,
stored, shared, and analyzed via new mechanisms of data extraction, novel algorithmic
arrangements, and emergent infrastructures of cloud computing. These mechanisms
and infrastructures are embedded within broader societal forms of anticipatory gover-
nance (see Infrastructures by Grisot and Parmiggiani). In the field of criminology data-
based anticipatory governance takes shape, for instance, in predictive policing (Kauf-
mann et al., 2020). Here, potential future crimes and criminals are targeted on the
basis of historical crime data, records of arrests, and the known social networks of
criminals (Kaufmann et al., 2019).

Large and complex datasets are, for example, generated by digital devices, plat-
forms and networks, such as social media, mobile phones, sensors, and camera
which are used to provide new insights into crime patterns, offender behavior, and vic-
timization (Smith et al., 2017). This strand also includes the use of aggregated data col-
lection, such as location data collected by GPS-enabled devices, for example smart-
phones, cars, and watches, which are then used to map spatial and temporal aspects
of crime such as crime hotspots, offender mobility, and routine activities. Related here-
to is also the use of digital platforms (Egbert, 2019) and machine learning (e.g., natural
language processing and computer vision) to automate tasks and explore patterns in
crime data (Hayward and Maas, 2020).

Digital criminology offers a range of novel perspectives on how we understand
and govern crime; at the same time, digital data collection, distribution, and interpre-
tation also present a set of more enduring ethical and political questions in criminol-
ogy of how we ‘make up’ criminals (Hacking, 1986), including gendered and racialized
biases and the tension between surveillance and protection. These emergent large-scale
data collections and practices mean that digital criminology relates as much to the
study of crime control as crime itself.

This chapter argues that the theoretical framework of archives offers a particular-
ly well-suited point of departure for exploring how technologies present both emergent
and residual issues to research. The rise and consolidation of government archives, for
instance, was what enabled the state to gather information about citizens, surveil them,
and on the basis of this develop new scientific approaches to criminal justice policy,
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notably criminal anthropology and statistics. These statistical forms of classification en-
abled states to ‘make up’ (Hacking, 1986) new categories of citizens, including new cat-
egories of criminal behavior (see Categorization and Sorting by Franko). Archives
therefore offer a productive vantage point from which to approach both residual
and emergent dynamics in criminology, helping us sharpen our attention to how digi-
tization alters the answers to questions such as: who governs the archives of crime
data? Under which conditions are they gathered and made available? And, finally,
how do they reshape ontologies and epistemologies of crime and crime control? In
this chapter we will employ archives as a lens through which to address these ques-
tions about the ramifications of digital technologies on fundamental inquiries within
criminological research.

Working with archives

In broad terms, we find two overarching—and increasingly intertwined—approaches
to theorizing archives. One is shaped by archival studies, which is situated within the
disciplines of history, library science, and more recently, information studies. This ap-
proach is dedicated to understanding the nature, management, and uses of records and
is often also tied to the profession of archivization and the discipline of history. The
second approach finds its origin in poststructuralism and deconstructivism, character-
ized by a theoretical reframing of the archive from an objective resource into a subject
of research. Anthropologist Ann Stoler called this move from archives-as-sources to ar-
chives-as-subject the archival turn (Stoler, 2002). The archival turn expanded the space
of archival research from records management into critical analysis of archival episte-
mologies and ontologies. Finally, a strong body of scholarship has emerged that brings
these two archival perspectives into conversation (Caswell, 2016; Thylstrup et al., 2021).
Taking its point of departure in the latter strand, this section provides an overview of
how archives have been theorized in the humanities and social sciences; how archival
studies and cultural theories of the archive have mutually enriched each other; and,
finally, how digitization has reinvigorated, and in some cases presented ruptures to,
the social (after)lives of archives and archival subjects.

A classic point of departure for the ‘archival turn’ in the humanities and social sci-
ences is French historian Arlette Farge and French philosopher Michel Foucault’s book
Disorderly Families: Infamous Letters from the Bastille Archives (1982). The book con-
sists of an edited collection of 94 18th-century letters from the prison archives in Bas-
tille. The subjects in the letters include subjects of policing, which was then—as today
—uvery broad. The archival records revolve both around then-marginalized behaviors
by vagabonds and libertines, but also involve marital spouses seeking divorce and pa-
rents appealing to the authority of administrative power in conflicts with their off-
spring. Through their analyses, Farge and Foucault show how archives and archival col-
lections should be understood less as static deposits of past data and more as providing
“a history of the present” (Foucault, 1972) of how apparatuses of power and knowledge
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shape criminal categories and subjectivities. Moreover, Farge and Foucault use the ar-
chive to offer a view of social transgression ‘from below’ by charting the spaces of so-
called disorder through sustained attention to the lives of everyday people (as opposed
to elites). In her later work, The Allure of the Archive (2013) Farge further sensitized
readers to the significance of archives, as sites not only of information but also affect
and affection. She thus reflects on the ethics of archival work, documenting both the
emotional highs and lows of researchers exploring new dimensions of the past in
the ‘inventory rooms’ and the emotional afterlives of subjects emanating from the frag-
ile documents in the archive into the present. Scholars working on crime-related data-
sets used, for example, for facial recognition technologies today echo Farge’s reflections
on the affects of the archival encounter, emphasizing the value of thinking about crit-
ical data studies within the context of archival theories and frameworks: “These book-
ing photos were taken from law enforcement records; the people in them were appre-
hended near the US-Mexico border and were most likely deported shortly after their
photos were taken. It is difficult to look at the images and not feel as if they are, in
some way, haunted” (Toft Djanegara, 2023: 49).

Farge’s transtemporal perspective is also core to another classic archival text, Ar-
chive Fever by the French philosopher Jacques Derrida. Derrida famously foreground-
ed the important interplay between authority and interpretation in his etymological
reminder that the concept of the archive derives from the Greek arkhé, which
names at once a commencement and a “commandment” (Derrida, 1998: 1). He mobi-
lized this etymological tracing to argue that archives combine a historiographical con-
cern with origins and the concerns of law about where authority and social order are
exercised. Moreover, since the etymological meaning of archive also stems from the
Greek arkheion, the archive also raises questions about the ‘archons,’ namely the supe-
rior magistrates who command and guard the law, and who possess the ‘hermeneutic
right’ and competence to interpret it. While Derrida, Farge, and Foucault share an in-
terest in the relation between archive and power, Derrida shifts his perspective from
the archives as sites of institutional power to also include the Archive as a symptom
of humans’ feverish obsession with origins and order. He therefore lodges his analysis
in Freudian frameworks of memory, forgetting, and desire, rather than theories of
power and sovereignty. Particularly powerful is Derrida’s concept of what he calls “ar-
chive fever,” an unsettling engagement with memory traces which leads to “a compul-
sive, repetitive, and nostalgic desire for the archive” (Derrida, 1998: 91). What Derrida
calls “archive fever” is thus the “anarchival” urges that stir and destabilize orders of
knowledge, making them living and dynamic sites of recollection, constantly moving
and expanding, but also always at risk of (self-)destruction (Derrida, 1998: 10). Derrida’s
work has since been mobilized by scholars working on, for example, surveillance ar-
chives to explore both the performative power of archives and their the slippery status
in their attempt to keep the lives of its subjects in an impossible orderly totality (Ring,
2014).

Echoing archives as sites of performative power that are also haunted by anarchiv-
al spectres of disorder, Achille Mbembe (2002) later ascribed the power of archives to
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their role as “relic,” that is, as sites that tame the past through its inscription of the
dead into a “sepulchre.” Articulating the power of (post)colonial archival regimes,
Mbembe for instance points out how states have used archival institutions to “ensure
that the dead do not stir up disorder” by burying not only the dead, but also “their ‘re-
mains™ within the controlled realm of archival spaces. Because of their already estab-
lished epistemic power within these spaces, states, Mbembe argued, are able to not
only exercise an unquestionable interpretative authority, but also—through this inter-
pretative authority—to tame “the demon that they carry” as colonizers. This act of
“taming” through archival processes of destruction and inscription, Mbembe pointed
out, was premised on archival processes of discrimination and selection, leading
him to importantly also describe the archive as “not a piece of data, but as status.”
Yet, Mbembe (2015) also noted that even if the Western archive disregard other episte-
mic traditions, “it also contains within itself the resources of its own refutation.” While
acknowledging the archival institution as a site of power, Mbembe and Nuttall (2004)
thus also points out the potential of epistemic resistance within archival institutions,
encouraging people to both work with new archives and even with old archives in
new ways.

The poststructuralist and deconstructive approaches to archives described above
each in their way reconfigure perspectives on archives and archival interpretation
from a positivist understanding of archives as neutral sites of knowledge retrieval to
political and contingent sites of world-making (Thylstrup 2022). Such perspectives
are particularly crucial for criminologists, because it speaks to archival records as re-
lating as much to the study of crime control as to crime itself. As scholars of historical
colonial and slavery archives show, for instance, colonial archival regimes not only
shaped crime as a predominantly Black issue, but also engendered the imaginary of
“white innocence.” Saidiya Hartman (1996) mentions the case of State of Missouri v.
Celia (1855); here the records of the case shows that Celia is raped repeatedly by her
owner from the moment she’s purchased. Resisting her pleas to stop, Celia eventually
resorts to killing him, making her crime the crime on record and her the culpable
agent. Situating the contemporary significance of these archival records, Simone
Browne (2015) has since forcefully showed the material and social entanglements be-
tween contemporary surveillance technologies and longer histories of racialized prac-
tices of policing under slavery, including branding, runaway slave notices, and lantern
laws. Moreover, mobilizing Foucault’s notion of the carceral, Tonia Sutherland (2023)
shows how the fundamental link between archival power structures and archival sub-
jectivities persist in new digital iterations with significant implications for social jus-
tice.

Contemporary critical engagements with archives not only articulate archives as
sites of unidirectional exercise of power, however; they also enable an understanding
of the archive as a form of technology that is always haunted by internal contradictions
and external dissent (Agostinho et al., 2021; Al-Badri and Nelles, 2021). A wide-ranging
and heterogenous formation of scholarly works drawing on feminist, queer, Black, post-
colonial, and critical anti-racist theories thus both challenge the authority of the ar-
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chive as a site of neutral storage, and harness the insights of critical and intersectional
feminist theory to highlight how archival engagements might be mobilized as forms of
feminist and Black resistance (Agostinho, 2019; Caswell and Cifor, 2016; Odumosu, 2020;
Sutherland, 2023).

Analyzing digital criminology through the lens of
archival theories: two cases

In the following we offer two different examples of how emergent issues in digital
criminology can be analyzed through the lens of archival theories. The first is technol-
ogy-facilitated domestic abuse, the second is machine learning models. We attend in
particular to how digital transformations create new patterns of crime data gover-
nance; new forms of data collection; new infrastructures of data accessibility; and
new ontologies and epistemologies of crime and crime control. We thus use the exam-
ples to show how digital criminology crystallizes issues raised in contemporary femi-
nist, post-, and anticolonial archival scholarship about access and consent, and how ar-
chival technologies are structured around, and shaped by gendered, racialized, and
class-based regimes of power.

Digital archives of domestic abuse

Digital technologies are often used to inflict old harms and assert power in new ways.
Smartphones, GPS trackers, social media, and connected devices in the home (such as
thermostats, locks, and loudspeakers) offer new avenues for what has come to be
known as “technology-facilitated domestic abuse” (Yardley, 2021). As such they are
also central to instances of “coersive control” (Stark, 2007) where abuse victims are
monitored, controlled, and restricted in their everyday movements (see Abuse by McA-
linden). Significantly, the sense of a presence of a digital archive that can be retrieved
and ‘found’ despite attempts to delete it is striking in the responses of survivors of in-
timate partner abuse. One of the interviewees recounts: “I have a friend that I was
emailing and telling about the situation, and [my abuser] found out about it [...] it
was deleted but it didn’t delete out of my phone like that. He went to the archives.
He went through something, and found it” (Matthews et al.,, 2017). The archive referred
to here describes a practice that is at the same time a security measure (continuously
sharing accounts of the abuse with a friend), but also a repository that can be weapon-
ized against the person being abused if ‘found.’” Since the digital traces can also be used
as evidence in court against the perpetrator, the ability to master what is and what is
not deleted becomes an important part of the power relation between the abuser and
those subjected to abuse. Looking at such concrete criminal cases through the lens of
critical archive theory allows us to scrutinize the intricate relation between power and
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resistance at work and to understand how digital forms of data collection, storage, and
access means that the same data can be operationalized to vastly different purposes
that play out on the spectrum of care and control.

Criminal records as training data in machine learning regimes

Our second example is how criminal records attain new afterlives as training data for
machine learning technologies. Machine learning relies on massive data sets where the
data used for one purpose are repurposed for others purposes (Thylstrup, 2022). A clos-
er look at how such technologies are built also shows a contentious relation between
existing archives of policing and new machine learning technologies. The United States’
National Institute of Standards and Technology’s (NIST) facial recognition-testing pro-
gramme from 2017 offers a good example. The original purpose of the programme was
to “assess facial recognition systems on an on-going basis,” focusing on how the tested
systems perform with respect to “accuracy, speed, storage and memory consumption,
and resilience” (NIST, 2019). Yet, as Os Keyes et al. (2019) showed, the United States’ gov-
ernment’s Facial Recognition Verification Testing programme depended on

images of children who have been exploited for child pornography; U.S. visa applicants, especially
those from Mexico; and people who have been arrested and are now deceased. Additional images
are drawn from the Department of Homeland Security documentation of travelers boarding air-
craft in the U.S. and individuals booked on suspicion of criminal activity.

As Nina Toft Djanegara (2023) notes, such use of, for example, “border detainee book-
ing photos” evidences a surveillance creep where facial photos of, for example, mil-
lions of immigrants become raw material for the refinement of facial recognition soft-
ware not only without their knowledge or consent, but also for purposes that extend
far beyond the scope of border control purposes (see Borders and Border Control by
Jeandesboz). NIST’s reuse of criminological archives is thus an illustrative example
of how machine learning technologies become entangled (Thylstrup et al., 2022) with
criminology, even in cases where the link between machine learning and criminology
is not immediately apparent. Such algorithmic assemblages not only raise questions
about emergent work patterns in crime control; they also facilitate new ethical rela-
tions beyond the immediate parameters of crime (Amoore, 2021).

Conclusion

The unprecedented capacity to store, retain and share data requires critical assessment
of the ethics and politics of digital archival technologies in criminology. The study of
crime control must embrace how the rise of new archives ties in with broader tenden-
cies in the tech world such as “surveillance capitalism” (Zuboff, 2019). As this chapter
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shows, digital technologies offer both new usage for crime and crime control as well as
new challenges. Archival theories offer a good vantage point from which to gauge how
these advances and challenges are shaped by both emergent dynamics and historic tra-
jectories. These trajectories can be found in how technologies facilitate ‘access’ and
‘governance’ as well as in the consent structures made available to archival subjects
and the broader extraction processes they are made subject to. But they can also be
found in questions about how to square democratic principles of access and data shar-
ing with the ethics of care and consent (Agostinho et al., 2021). Critical archival ap-
proaches thus bring out not only how digitized crime/control is ingrained in deeper af-
fective, temporal, and political structures, but also how the authority of these
structures is also always haunted by uncertainty and instability. Ultimately, an under-
standing of critical archival theories empowers the researcher to navigate the complex
landscape of digital phenomena relevant to criminology and contribute to the ongoing
conversations about access, governance, power, and ethics in relation to emergent dig-
ital technologies.
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